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U savremenim drustvima, upotreba na-
prednih tehnologija smatra se vaznim fak-
torom ekonomskog razvoja, modernizaci-
je institucija i unapredenja kvaliteta Zivota
gradanki i gradana. Medutim, kako poka-
zuje istrazivanje SHARE Fondacije Sistem u
riziku: Napredne tehnologije u Srbiji (2025),
tehnoloski napredak u Srbiji odvija se u
okolnostima slabe institucionalne odgovo-
rnosti, nedostatka demokratske kontrole i
ogranicene transparentnosti.

U takvom okruzenju, napredne tehnologije,
a posebno one zasnovane na automatizo-
vanom odlucivanju, biometrijskoj identifik-
aciji, prediktivnim analizama i obradama
velikih podataka, mogu postati ozbiljan iz-
vor ugrozavanja osnovnih prava gradanki i
gradana. Bez odgovaraju¢ih mehanizama
zastite, one mogu dovesti do sistemskih
rizika poput masovnog i targetiranog na-
dzora, diskriminacije, narusavanja privatno-
sti i urusavanja poverenja u institucije.

Istovremeno, Evropska unija uspostavlja
regulatorni okvir, od Opste uredbe o zastiti
podataka (GDPR) do Akta o vestackoj in-
teligenciji (Al Act), koji prepoznaje drust-
veni znacaj i rizike tehnologija i gradi te-
melje digitalne transformacije zasnovane
na odgovornosti i ljudskim pravima. Zem-
lie kandidati, medu kojima je i Srbija, jos
nemaju jasno definisane modele integraci-
je u evropsku normativnu arhitekturu, dok

domaca pravila i institucionalni kapaciteti
ne prate tempo tehnoloske ekspanzije.

Ove preporuke predstavljaju doprinos
stvaranju  koherentnog, odgovornog i
demokratskog sistema upravljanja napred-
nim tehnologijama u Srbiji, u skladu sa
evropskim vrednostima, medunarodnim
standardima i nacionalnim strateskim opre-
deljenjem.

CILJ | OSNOVA ZA IZRADU
PREPORUKA

Preporuke SHARE Fondacije zasnivaju se
na nalazima istrazivanja sprovedenog to-
kom 2024. godine, koje je mapiralo 129
slucajeva primene naprednih tehnologija u

javnom sektoru u Srbiji. Analiza je pokazala
da:

* ne postoje sveobuhvatni mehanizmi
odgovornosti i pracenja primene na-
prednih tehnologija;

e tehnologije se uvode bez javnog na-
dzora, odgovarajudih procena rizika i
transparentnosti;

® nadzorne i analiticke tehnologije cesto
se baziraju na prikupljanju i koris¢enju
podataka o licnosti bez pravnog osno-
va;

e fragmentisana i zastarela institucional-
na arhitektura ne omogucava sistemski
regulatorni pristup;

® ne postoji javni uvid niti pristup po-
dacima o primeni naprednih tehnologi-
ja;

e tehnoloske inovacije u Srbiji nisu usk-
ladene sa principima ljudskih prava.

Dakle, digitalizaciju u Srbiji ne prati pro-
porcionalni razvoj regulatornih i etickih
standarda, a jo$ manje mehanizama imple-
menatcije principa odgovorne upotrebe



tehnologija. Preporuke u ovom dokumentu
nude okvir za uspostavljanje takvih standar-
da, zasnovanih na principima odgovornos-
ti, transparentnosti, demokratske kontrole,
otvorenosti, poverenja, sistemskog pristu-
pa i prevencije rizika.

Cilj dokumenta je da pruzi strateski i nor-
mativni okvir, kao i smernice za:

* izgradnju sistema odgovorne upotrebe
naprednih tehnologija u Srbiji;

¢ uskladivanje nacionalnih politika sa ev-
ropskim pravnim i eti¢kim standardima;

e jacanje institucionalnih mehanizama i
poverenja gradana u institucije;

* unapredenje saradnje izmedu Evropske
unije i Srbije u oblasti digitalnog upra-
vljanja i zastite ljudskih prava.

Preporuke su prvenstveno namenjene ev-
ropskim i nacionalnim donosiocima odlu-
ka, ali i Sirroj zajednici aktera, ukljucujuci
drzavne institucije, nezavisna tela, orga-
nizacije civilnog drustva, akademsku za-
jednicu, tehnolosku industriju, gradane i
gradanke.

PRAVNO-ETICKA OSNOVA
ZA PREPORUKE

Srbija je strateski usmerena u pravcu in-
tenzivnog razvoja naprednih tehnologi-
ja, a posebno vestacke inteligencije. Prva
Strategija razvoja vestacke inteligencije u
Srbiji usvojena je jos 2019. godine. Dve go-
dine kasnije osnovan je Institut za vestacku
inteligenciju, dok su 2023. godine usvojene
Eticke smernice za razvoj, primenu i upo-
trebu pouzdane i odgovorne vestacke in-
teligencije po uzoru na slicne preporuke
UNESKO-a i Evropske unije. Nova strate-
gija usvojena je i pre isteka stare, a vazice
do 2030. godine. Medutim, priprema za-
konskog okvira za vestacku inteligenciju ne

odvija se prema planu, jer Nacrt zakona koji
je bio najavljen za mart 2025. jos uvek nije
predstavljen.

lako postojedi pravni i eticki dokumenti
identifikuju ,pouzdanost” i ,odgovornost”
vestacke inteligencije, kao klju¢ne kon-
trolne odrednice razvoja i upotrebe teh-
nologija u Srbiji, analiza praksi ukazuje da
visoko postavljeni principi nisu uvek opera-
tivno primenjeni. Takode, brojna tehnolos-
ka reSenja koja su upotrebi u razlicitim sek-
torima u Srbiji, a koja ne moraju nuzno biti
zasnovana na vestackoj inteligenciji, takode
nose znacajne rizike po ljudska prava.

Zbog toga je neophodno prosiriti stan-
darde odgovorne upotrebe na Siri spektar
naprednih tehnologija, uskladiti ih sa ev-
ropskim i medunarodnim normativnim ok-
virom, i operacionalizovati kroz konkretne
preporuke i smernice za njihovo pracenje i
nadzor. Globalna medupovezanost razvoja
i upotrebe ovih tehnologija dodatno na-
glasava potrebu za pannacionalnim mod-
elima regulacije, u kojima Evropska unija
zauzima klju¢no mesto.

KLJUCNI
PRINCIPI
RAZVOJA |
UPOTREBE
NAPREDNIH
TEHNOLOGIJA U
SRBUJI

Odgovornost

lako strateski i eticki dokumenti u Srbiji
formalno prepoznaju standarde odgovo-
rne upotrebe naprednih tehnologija, ne
postoje jasno definisani mehanizmi njihove



primene i sankcionisanja neodgovornosti.
Zbog toga gradani i gradanke, kao i njiho-
va prava, ostaju bez stvarne zastite, dok se
posledice zloupotreba, tehni¢kih propusta
ili neetickih praksi retko razmatraju i gotovo
nikada ne sankcionisu.

Uspostaviti sveobuhvatan normativni
okvir odgovornosti za javne i privatne
aktere koji razvijaju, uvode ili koriste
napredne tehnologije, ukljucujuéi i obav-
ezu odgovornosti prema pojedincima,
zajednici i drustvu u celini, uz puno
postovanje ljudskih prava i principa
zastite podataka o licnosti, uz posebnu
zastitu osetljivih podataka.

1. Uvodenje obaveznih procena uticaja i re-
vizija upotrebe naprednih tehnologija (ex
ante i ex post odgovornost)

* Propisati da se pre uvodenja napredne
tehnologije u javhom sektoru mora
sprovesti procena uticaja na prava
gradana (Human Rights Impact Assess-
ment - HRIA) i procena uticaja na zasti-
tu podataka (Data Protection Impact
Assessment - DPIA);

* Obavezna periodi¢na nezavisna revizija
funkcionisanja tehnologija visokog
rizika;

* Rezultati procena i revizija treba da
budu javno dostupni.

2. Uspostavljanje sistema pravne i insti-
tucionalne odgovornosti

e Utvrditi aktere koji su odgovorni u
lancu razvoja, uvodenja, upotrebe i
nadzora naprednih tehnologija;

* Uvesti obavezu imenovanja sluzbenika
za etiku i tehnolosku odgovornost u
institucijama i kompanijama koje pri-
menjuju napredne tehnologije;

* Definisati sankcije za nepostupanje po

procenama rizika, prikrivanje incidenata
ili nepostovanje obaveza.

3. Uspostavljanje mehanizma prituzbi, pri-
java znacajnih incidenata i javnog izvesta-
vanja

* Formirati mehanizam za prituzbe,
prijavu znacajnih incidenata i naknadu
Stete u slucajevima kada primena teh-
nologije proizvede povredu prava;

* Uvesti obavezu periodi¢nog javnog
izveStavanja o incidentima, prituzbama
i korektivnim merama;

e Podsticati kolektivne mehanizme zas-
tite, koje ukljucuju organizacije civilnog
drustva, nezavisna tela i pravne struén-
jake.

Transparentnost

Uvodenje novih tehnoloskih resenja u Srbiji
Cesto se odvija bez javnog uvida u svrhu,
osnov i nacine njihove primene, ukljuéujudi
i obradu i kori$¢enje podataka gradanki i
gradana. Odsustvo javnosti otvara prostor
za netransparentne odluke, zloupotrebe,
neeticke prakse i korupciju, a istovremeno
onemogucava gradane da razumeju i kon-
troliSu uticaj tehnologija na njihova prava i
svakodnevni Zivot.

Svaka nabavka i uvodenje napredne
tehnologije u javhom sektoru mora biti
javna, dokumentovana i proverljiva pro-
cedura. Neophodno je uspostaviti meh-
anizme transparentnosti i javhog uvida
u skladu s evropskim praksama i princip-
ima otvorene uprave.

1. Uspostavljanje javnog registra naprednih
tehnologija (centralna tacka transparentno-
sti)

* Uspostaviti centralni javni registar svih



naprednih tehnoloskih sistema koji se
koriste u javhom sektoru;

® Registar mora sadrzati: naziv projek-
ta, instituciju koja uvodi tehnologiju,
pravni osnov, kategorije i svrhu prik-
upljanja i obrade podataka, procenu
rizika (DPIA i HRIA), dobavljaca, peri-
od upotrebe i kontakt sluzbenika za
odgovornost;

* Registar treba da bude otvoren i pre-
traziv, po uzoru na evropsku praksu.

2. Obavezna javna obavestenja na razuml-
jivom jeziku

e Za svaki tehnoloski sistem koji se uvodi
u javnu upotrebu, institucija mora da
objavi saZzeto objasnjenje na razuml-
jivom jeziku: svrhu, osnov obrade, obim
podataka koji se prikupljanju i koriste,
nacin odlucivanja, rizike i prava grada-
na;

e Ove informacije treba da budu objavl-
jene na zvani¢nim sajtovima institucija i
javnim portalima i registrima;

e Za Al i automatizovane sisteme visokog
rizika obavezna je i oznaka da usluga
koristi automatizovano odlucivanje,
odnosno vestacku inteligenciju.

3. Transparentnost javnih nabavki i ugovora
o tehnologijama

e Uvesti obavezu objavljivanja ugovora
i tehnickih specifikacija i procenama
rizika za sve projekte koji uklju¢uju na-
predne tehnologije u javhom sektoruy;

* U dokumentaciji nabavke mora biti
naveden obim pristupa podacima,
tehnicke karakteristike sistema, odgov-
ornost dobavljaca i rezultati testiranja
pre implementacije;

® Poverenik za informacije od javnog
znacaja i zastitu podataka o licnosti

treba da ima ovlasc¢enje da proverava
potpunost i tacnost objavljenih infor-
macija.

Demokratska kontrola

Odluke o razvoju i primeni naprednih teh-
nologija u Srbiji uglavnom se donose u ok-
viru izvrSne vlasti i privatnog sektora, bez
razvijenih mehanizama demokratskog na-
dzora, javne rasprave i odgovornosti pre-
ma gradanima. Takav pristup dovodi do
koncentracije modi u rukama izvrs$nih vlasti,
tehnic¢kih i komercijalnih aktera, dok se par-
lament, nezavisne institucije, akademska
i stru¢na javnost eventualno ukljucuju tek
nakon implementacije, kada su posledice
vec¢ nastupile.

Uspostaviti institucionalizovane meha-
nizme demokratske kontrole nad razvo-
jem i upotrebom naprednih tehnologija,
kroz aktivho ucesée parlamenta, ne-
zavisnih tela, civilnog drustva, naucne
zajednice i gradana u svim fazama - od
planiranja i testiranja do nadzora i evalu-
acije sistema.

1. Parlamentarni nadzor i obaveza izvesta-
vanja

e Uvesti obavezu godisnjeg izvestaja
Vlade o primeni naprednih tehnologija
u Srbiji i o uticaju tehnoloskih projekata
na ljudska prava i demokratiju;

* Formirati u okviru Narodne skups-
tine poseban odbor koji bi se bavio
digitalnom transformacijom i teh-
nologijama visokog rizika, a koji bi
imao ovlaséenja da razmatra zakone,
prituzbe gradana, preporuke neza-
visnih tela i sliéno;

¢ Obezbediti redovno prisustvo pred-
stavnika regulatornih i nezavisnih
institucija u mehanizmima demokratske
kontrole naprednih tehnologija.



2. Institucionalizovana  medusektorska

saradnja

* Uspostaviti kolektivno, medusekorsko
telo za odgovornu upotrebu tehnologi-
ja, u kojem bi ravnopravno ucestvo-
vale nezavisne institucije, predstavnici
akademske zajednice i civilnog drustva
(na primer, Savet ili Forum);

* Novoformirano telo bi bilo savetodav-
nog tipa i imalo mandat da izdaje misl-
jenja, upozorenja i preporuke o rizi¢nim
tehnologijama, te da prati primenu
propisa i etickih smernica;

e  Omoguciti organizacijama civilnog
drustva, istrazivacima i ekspertskoj za-
jednici koja ima razvijene kapcitete za
istrazivanja i pracenja naprednih teh-
nologija posebno mesto u modelima
medusektorske saradnje.

3. Mehanizmi gradanske participacije i
javne rasprave

* Uvesti obavezne javne konsultacije i
debate pre svake implementacije teh-
nologije koja ima potencijalno znacdajan
uticaj na prava gradana;

* Formirati onlajn platformu za javne ko-
mentare i prijave rizika, dostupnu svim
gradankama i gradanima, koja omo-
gucava da se u realnom vremenu prate
planirani i postojeci tehnoloski projekti;

* Promovisati lokalne forume i javne pan-
ele o etickoj upotrebi tehnologija.

Otvorenost

Podaci i informacije o razvoju i upotrebi
naprednih tehnologija u Srbiji nisu javno
dostupni, standardizovani niti otvoreni za
pracenje, analizu i istrazivanja. Odsustvo
otvorenosti onemogucava nezavisni na-

dzor, javnu debatu i nau¢no zasnovano
odlucivanje, dok se u praksi ¢esto pozi-
va na ,tehnicku poverljivost” ili ,zastitu
poslovne tajne” ¢ak i u slucajevima kada su
tehnologije finansirane iz javnih sredstava.
Takva praksa podriva poverenje i sprecava
drustveni uvid u to kako tehnologije uticu
na prava gradana i funkcionisanje instituci-
ja.

Uspostaviti standardizovane prakse ot-
vorenosti podataka o tehnoloskim pro-
jektima u javnhom sektoru i omogudi-
ti akademskoj, istrazivackoj i strucnoj
zajednici, kao i civilnom drustvu, pris-
tup informacijama neophodnim za is-
trazivanje, evaluaciju i javni nadzor.

1. Uspostavljanje centralne platforme ot-
vorenih podataka o naprednim tehnologi-
jama

e Formirati portal otvorenih podataka
o naprednim tehnologijama, koji bi
sadrzao podatke koji omogucavaju
pracenje i dubinsko istrazivanje na-
prednih tehnologija koje su u upotrebi;

* Podaci treba da budu objavljeni u
masinski Citljivom formatu i pod ot-
vorenom licencom;

e Uspostaviti mehanizam nadzora koji
omogucava pracenje i proveru tacno-
sti i redovnosti azuriranja podataka na
portalu.

2. Uvodenje obaveze objavljivanja metod-
ologija na kojima se zasnivaju tehnologije,
algoritama i drugih sistema na osnovu kojih
se donose odluke

e Za sve sisteme koji koriste algoritamsko
odlucivanje, predvideti objavljivanje os-
novnih informacija o strukturi podata-
ka, izvorima, validaciji i ogranic¢enjima;

¢ Kod osetljivih projekata omoguditi pris-
tup ovim informacijama akreditovanim



| istrazivagima ili nezavisnim telima uz
obavezu poverljivosti;

* Obezbediti evidenciju promena u
modelima i sistemima, uz arhiviranje
starih verzija.

3. Institucionalizacija partnerstava sa aka-
demijom i civilnim drustvom

* Uspostaviti mehanizam putem kojeg
istrazivaci imaju mogucnost dodatnog
uvida u podatke o naprednim teh-
nologijama putem formalnih sporazu-
ma o saradnji;

* Pokrenuti programe istrazivanja o uti-
caju naprednih tehnologija na drustvo
uz obavezu javnog objavljivanja rezul-
tata;

* Uspostaviti periodi¢ne forume ot-
vorenih podataka koji okupljaju insti-
tucije, akademiju i civilno drustvo radi
razmene metodologija, analiza i pre-
poruka.

Poverenje

Nac¢in na koji se napredne tehnologi-
je trenutno uvode i primenjuju u Srbiji ne
omogucava razvoj poverenja i osecaja
pouzdanosti medu gradanima, narodito
kada je re¢ o zastiti privatnosti, bezbed-
nosti podataka i sprecavanju zloupotreba.
Ceste nejasnoce oko svrhe i obima obrade
podataka, nedostatak transparentnosti i
izostanak javnog dijaloga doprinose ras-
tu skepticizma i otpora prema digitalnim
reSenjima. Bez poverenja, ni najbolja teh-
noloska resenja ne mogu da ostvare svoj
puni drustveni potencijal, jer se njihova le-
gitimnost zasniva na poverenju gradana u
institucije koje ih razvijaju i primenjuju.

Jacati institucionalne garancije zastite

podataka, participacije gradana i jacanja
digitalne pismenosti, uz implementaciju
tehnologija i servisa koji demonstriraju
bezbednost i pouzdanost u praksi.

1. Uvodenje obaveznih oznaka poverenja
za javne napredne tehnoloske sisteme

* Razviti nacionalnu oznaku poverenja
koja potvrduje da je tehnologija prosla
testove bezbednosti, procenu rizika i
reviziju zastite podataka;

e (Oznaka bi bila vidljiva na svim digi-
talnim servisima koje koriste gradani,
uz informacije tome $ta sertifikacija
znaci;

e Sertifikaciju bi vrsilo nezavisno telo u
saradnji sa stru¢njacima i civilnim drust-
vom.

2. Sistem aktivne komunikacije i participaci-
je gradana

¢ Uspostaviti mehanizme za dvosmernu
komunikaciju izmedu institucija i grada-
na o tehnologijama koje ih direktno
tretiraju;

* Razviti edukativne kampanje o pravi-
ma gradana u vezi sa automatizovanim
odlukama, profilisanjem, upotrebom
podataka i vestackom inteligencijom;

e Uvesti moguénost da gradani prijave
sumnju na zloupotrebu tehnologija i da
dobiju jasan, pravovremen odgovor o
ishodu prijave.

3. Programi digitalne pismenosti

e Uvesti nacionalni program digitalne i
algoritamske pismenosti koji obuhvata
skole, univerzitete, javne sluzbe i osetl-
jive kategorije stanovnistva;

Ukljuciti teme poput zastite podataka,
prepoznavanja dezinformacija, algor-



itamske pristrasnosti, vestacke inteli-
gencije, etike tehnologije i slicno;

* Programe realizovati u partnerstvu sa
univerzitetima, organizacijama civilnog
drustva, medijima i drugim zaineterso-
vanima akterima.

Sistemski pristup

Primena i regulacija naprednih tehnologija
u Srbiji trenutno su fragmentisane, sektor-
ski razdvojene i bez jasne meduinstitucio-
nalne koordinacije. Odsustvo zajednickog
pristupa dovodi do preklapanja nadleznos-
ti, neuskladenih procedura i neujednacenih
standarda zastite prava gradana. Bez cen-
tralnog koordinisanog mehanizma, na-
predne tehnologije se razvijaju i primenjuju
stihijski kroz parcijalne inicijative razli¢itih
ministarstava, institucija i privatnih aktera,
Sto onemogucava sveobuhvatan nadzor,
procenu rizika i koherentnu digitalnu poli-
tiku.

Uspostaviti jedinstven normativni i insti-
tucionalni okvir za napredne tehnologi-
je koji povezuje sve sektore i oblasti
njihove primene, zasnovan na koordi-
nisanom, participativnom i sistemskom
pristupu. Takav okvir treba da obezbedi
jasnu podelu nadleznosti, horizontalnu
saradnju institucija i uskladenost sa ev-
ropskim pravnim i etickim standardima.

1. Formiranje nacionalnog koordinacionog
nadzornog mehanizma za napredne teh-
nologije

* Uspostaviti meduresorni i medusek-
torski nadzorni mehanizam koji okuplja
predstavnike drzavnih institucija, neza-
visnih i stru¢nih tela, civilnog drustva,
akademske zajednice;

¢ Ovaj mehanizam treba da obezbedi
koordinaciju javnih politika, nadzor nad
sprovodenjem propisa i izradu zajed-

ni¢kih metodologija za procenu rizika i
eticku evaluaciju tehnologija, kao i da
priprema godisnje izvestaje o stanju i
primeni naprednih tehnologija u Srbiji;

* Posebno je vazno da se predstavnici
akademske zajednice i civilnog drust-
va ukljuce u rad mehanizma, ¢ime bi
se obezbedila stru¢nost, pluralnost i
javni legitimitet u procesima donosenja

odluka.

2. Izrada nacionalnog akcionog plana i stan-
darda za primenu naprednih tehnologija

* Doneti nacionalni akcioni plan za
odgovornu primenu naprednih teh-
nologija koji definise:

* sektorske prioritete (npr. zdravst-
vo, obrazovanje, bezbednost,
javna uprava),

* pokazatelje ucinka (broj sprove-
denih procena rizika, javnih kon-
sultacija, incidenata i korektivnih
mera),

* plan obuka i izgradnje kapaciteta
regulatora.

e Akcioni plan bi pratio set tehnickih i
etickih standarda, po uzoru na Al Akt,
GDPR, UNESKO preporuke, kao i stan-
darde definisane nacionalnim propisi-
ma.

3. Uspostavljanje integrisanog informa-
cionog sistema i meduinstitucionalne
razmene podataka

* Razviti integrisanu platformu za
razmenu podataka i koordinaciju
izmedu regulatora, nadzornih tela i ne-
zavisnih institucija, u skladu sa pravili-
ma o zastiti podataka;

Omoguciti da svi relevantni organi
imaju pristup jedinstvenim bazama



informacija o tehnoloskim projektima,
procenama rizika, incidentima i revizija-
ma;

* Uspostaviti protokole saradnje sa ev-
ropskim telima relevantnim za nadzor
naprednih tehnologija.

Prevencija rizika

Napredne tehnologije u Srbiji cesto se
uvode bez prethodne analize mogudih
negativnih posledica, $to dovodi do povre-
da ljudskih prava, diskriminacije i narusa-
vanja demokratskih procesa.

Uvesti obavezu procene rizika i uticaja
na ljudska prava (Human Rights Impact
Assessment - HRIA) i zastitu podataka
(Data Protection Impact Assessment -
DPIA) pre svake implementacije napred-
nih tehnologija visokog rizika, po uzoru
na evropsku regulativu.

1. Obavezne ex-ante procene rizika i uticaja

* Uspostaviti zakonsku obavezu da svaka
institucija koja planira uvodenje na-
predne tehnologije sprovede procenu
rizika i uticaja na ljudska prava i zastitu
podataka;

* Za sisteme visokog rizika, procenu
mora da odobri nadlezno nadzor-
no telo (npr. Poverenik, regulator ili
meduresorni nadzorni mehanizam);

* Rezultati procene se objavljuju javno,
sa osnovnim informacijama o rizicima i
planiranim merama ublazavanja.

2. Uspostavljanje procedura za nadzor i pri-
javu incidenata

* Uvesti obavezu redovnog pracéenja
efekata tehnologije nakon imple-
mentacije;

* Definisati obavezu prijavljivanja inci-
denata definisanom roku (npr. 72 sata)
nadleznom teluy;

e Nadzorno telo treba da vodi javnu
evidenciju o prijavljenim incidentima i
preduzetim merama smanjenja efeka
incidenata.

3. Uvodenje strogih sigurnosnih protokola
za tehnologije visokog rizika

® Zabraniti upotrebu tehnologija koje su
intruzivnog karaktera i neprihvatljivog
rizika, Cije tehnoloske mogucnosti nadi-
laze mogucénosti zastite ljudskih prava;

* Razviti protokole bezbednosnog te-
stiranja (npr. Al sandbox) za testiranje
sistema u kontrolisanim uslovima pre
masovne primene;

* Uspostaviti obavezne standardizovane
operativne procedure za rukovanje
rizicima u javnom sektoru, koje ukl-
juCuju jasne korake: identifikaciju rizika,
odgovorno lice, korektivne mere i rok
za primenu.

ZAJEDNICKI OK-
VIR ZA ODGOVO-
RNE NAPREDNE
TEHNOLOGIJE:
PREPORUKE ZA
EVROPSKU UNIJU |
REPUBLIKU SRBIJU

Efikasno upravljanje naprednim tehnologi-
jama u Srbiji podrazumeva uskladivanje sa
evropskim normativnim okvirom, kao i ukl-
ju¢ivanje u evropske institucionalne mreze
saradnje.

Napredne tehnologije
medupovezane ekosisteme

stvaraju
rizika, koji



prelaze granice drzava i trziSta. Zato je neo-
phodno da Srbija i druge zemlje Zapadnog
Balkana postanu deo evropskog sistema
upravljanja tehnologijama, uklju¢ujuéi pre-
veniranje rizika i njihovo sistemsko pracen-
je i suzbijanje. Takva saradnja ne bi trebalo
da bude shvaéena kao prenos nadleznosti,
vec¢ kao mehanizam zajednicke zastite pra-
va gradana i demokratskog poretka.

Preporuke koje slede podeljene su u dve
komplementarne celine:

* Preporuke za Evropsku uniju, us-
merene na izgradnju inkluzivnog i koor-
dinisanog evropskog mehanizma za
upravljanje naprednim tehnologijama i
digitalnu integraciju Srbije u Jedinstve-
no digitalno trziste;

* Preporuke za Republiku Srbiju, koje
nude konkretne korake za uskladivan-
je nacionalnog sistema sa evropskim
standardima odgovornosti, nadzora,
transparentnosti i zastite prava u do-
menu naprednih tehnologija.

Zajednicki cilj ovih preporuka je da do-
prinesu formiranju jedinstvenog,
demokratskog i etickog okvira upravl-
janja naprednim tehnologijama, sistema
koji ne samo da podsti¢e inovacije, vec is-
tovremeno osigurava zastitu ljudskih prava
i demokratskih vrednosti.

PREPORUKE
ZA EVROPSKU
UNUU

Evropska unija treba da razvije sveobuh-
vatan okvir za integraciju Srbije i regiona
Zapadnog Balkana u evropsko Jedinstve-
no digitalno trziste (Digital Single Market

— DSM), u skladu sa evropskim vrednosti-
ma, principima vladavine prava i standard-
ima zastite ljudskih prava. Ovaj proces
treba da omogudi uskladivanje pravnog
okvira, jacanje institucionalnih kapaciteta i
uvodenje zajednickih mehanizama saradn-
je i razmene informacija u domenu nadzora
nad naprednim tehnologijama i sistemima
visokog rizika.

1. Integracija Srbije u zajed-
nicko digitalno trziste EU

* Uspostaviti poseban okvir za digitalnu
integraciju Srbije, kao deo politike
prosirenja, koji bi obuhvatio uskladivan-
je sa novim regulativama poput DSA,
DMA, Al Akt, EMFA i dr, kao i pristup
evropskim regulatornim mehanizmima
i punu koordinaciju u domenu digi-
talnih prava, prevencije i smanjenja
sistemskih rizika u oblasti upotrebe
naprednih tehnologija.

e Ukljuciti Srbiju u evropske mreze, fo-
rume i procese standardizacije, poseb-
no u domenu digitalnih usluga, trzista i
zastite podataka, kako bi se omogucilo
ucenje kroz praksu i stvaranje uslova za
neposrednu institucionalnu integraciju.

* Razviti zajednicke indikatore napr-
etka pri uskladivanju i sprovodenju
digitalnog acquis-a, koji bi omogudili
objektivno praéenje procesa inte-
gracije i identifikaciju oblasti u kojima
su potrebne dodatne mere podrske i
izgradnje kapaciteta.

2. Zajednicki normativni, im-
plementacioni i institucionalni
okvir

e  Omoguciti aktivno i kontinuirano
ucesce Srbije u radu evropskih reg-

10



T

ulatornih tela, kao $to su Al Board,
European Board for Digital Services i
European Data Protection Board, radi
jacanja institucionalne participacije,
razmene znanja i doslednog spro-
vodenja propisa u skladu sa evropskim
standardima.

Uspostaviti stalni mehanizam za usk-
ladivanje nacionalne regulative i evalu-
aciju rizika, kroz instrumente pristupne
podrske, koji bi omogucio tehnicku i
normativnu integraciju Srbije u zajed-
ni¢ki evropski okvir nadzora i odgovor-
nosti.

Razviti zajednicke protokole i metod-
ologije za procene rizika i smernice
za eti¢ku upotrebu naprednih teh-
nologija, zasnovane na principima Al
Akta, GDPR-a i UNESKO preporuka o
etici vestacke inteligencije, ¢ime bi se
obezbedilo jedinstveno razumevanje i
primena standarda u praksi.

Tehnicka podrska i izgradn-
kapaciteta

Evropska unija treba da obezbedi
ciljane programe tehnicke i institucio-
nalne podrske za nacionalne regulatore
i druge institucije koje ¢e biti nadlezne
za sprovodenje novih evropskih propi-
sa, poput DSA, Al Akta i srodnih akata.

Potrebno je razviti programe obuka,
treninga i ekspertskih misija sa drza-
vama clanicama koje vec imaju razvi-
jene nadzorne modele za tehnologije
visokog rizika, kako bi se nacionalne
institucije osposobile za procene rizika,
revizije i evaluaciju uskladenosti.

Poseban prioritet treba da bude us-
postavljanje testnih centara (Al sand-
boxes) i zajednickih laboratorija za pro-
cenu rizika, koje bi sluZile kao okruzenje

za testiranje, validaciju i uskladivanje
novih tehnologija sa evropskim stan-
dardima bezbednosti, etike i zastite

prava gradana.

4. Uspostavljanje okvira
saradnje i razmene sa/u regio-
nu Zapadnog Balkana

U saradnji sa evropskim institucijama,
formirati regionalnu opservatoriju rizika
naprednih tehnologija, koja bi sluzila
kao zajednicki mehanizam za identifik-
aciju, pracenje i analizu sistema visokog
rizika u regionu Zapadnog Balkana.
Opservatorija bi omogudila ranu de-
tekciju rizika i koordinisano reagovanje
u sluc¢ajevima zloupotreba ili povreda
prava.

Razviti mehanizme za redovnu razmenu
informacija i dobrih praksi izmedu
Evropske unije i zemalja regiona, ukl-
jucujudi izvestaje o incidentima, regu-
latorne evaluacije i rezultate nadzornih
aktivnosti, kako bi se obezbedila usk-
ladenost i kontinuirano ucenje u oblasti
upravljanja naprednim tehnologijama.

Podsticati zajednicke istrazivacke pro-
jekte, programe razmene i partnerske
inicijative izmedu akademske zajednice,
regulatornih tela i organizacija civil-
nog drustva, sa ciliem jacanja znanja,
etickih standarda i drustvene kontrole
u razvoju, primeni, i nadzoru naprednih
tehnologija.
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PREPORUKE ZA
SRBIJU

Srbija treba da uspostavi koherentan,
odgovoran i transparentan sistem upravl-
janja naprednim tehnologijama, zasnovan
na evropskim standardima, zastiti ljudskih
prava i principima demokratske kontrole.

Kljuéni prioriteti obuhvataju izgradnju je-
dinstvenog normativnog i institucional-
nog okvira, javnost i dostupnost podataka,
medusektorsku saradnju, jacanje kapacite-
ta regulatora i razvoj digitalne i tehnoloske
pismenosti gradana.

1. Uskladen normativni i insti-
tucionalni okvir za napredne
tehnologije

¢ Uskladiti postojece propise relevantne
za napredne tehnologije sa evropskim,
kako bi Srbija stekla predulsove pune
integracije u evropsko digitalno trziste.

* Uspostaviti nacionalni koordinacioni
mehanizam za pracenje implementacije
digitalnih evropskih propisa, kako bi se
obezbedila dosledna primena i razme-
na informacija sa evropskim institucija-
ma.

e Ukljuciti nezavisna tela, akademsku
zajednicu i civilno drustvo u proces
izrade i pracenja primene zakona, ¢ime
bi se ojacao legitimitet, struc¢nost i jav-
na kontrola nad procesom donosenja
odluka.

2. Javni uvid i pristup podaci-
ma o tehnologijama

* Formirati javne registre naprednih teh-
nologija koje se koriste u javnom sekto-
ru, sa podacima o svrsi, obimu obrade,

pravnom osnovu, rezultatima procene
rizika i sli¢no.

* Uspostaviti centralni portal otvorenih
podataka o tehnologijama, u masins-
ki Citljivom formatu i pod otvorenom
licencom, dostupan gradanima, is-
trazivacima i organizacijama civilnog
drustva.

e Obezbediti mehanizme nadzora, re-
dovnog azuriranja i objavljivanja met-
odologija i izvora podataka, uz jasno
definisane procedure za proveru ta¢no-
sti i integriteta informacija.

3. Medusektorska saradnja

* Uspostaviti telo za odgovornu upotre-
bu tehnologija, koji bi okupljao pred-
stavnike drzavnih organa, nezavisnih
tela, akademske zajednice i civilnog
drustva;

Novoformirano telo bi imao mandat da
izdaje misljenja, upozorenja i preporuke
o rizicnim tehnologijama, te da prati
primenu propisa i etickih smernica;

Uspostaviti sistem stalnog dijaloga

i zajednickih projekata izmedu jav-
nog sektora, istrazivackih institucija i
tehnoloske industrije, sa ciljem una-
predenja znanja, odgovornosti i javne
kontrole.

4. Jacanje kapaciteta regula-
tora

* Unaprediti tehnicke, ljudske i opera-
tivne kapacitete regulatornih tela.

* Uvesti specijalizovane programe obuka
za procenu rizika, eticke revizije, zastitu
podataka i upravljanje tehnologijama
visokog rizika, po uzoru na standarde
Al Akta i GDPR-a.
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Uspostaviti inter-regulatornu platformu
za saradnju i razmenu prakse, koja bi
omogucila zajednicke smernice, su-
perviziju i koordinisano delovanje svih
nadleznih tela.

5. Programi digitalne i teh-
noloske pismenosti

Pokrenuti nacionalne programe digi-
talne i tehnoloske pismenosti namen-
jene ucenicima, studentima, javnim
sluzbenicima i ranjivim grupama sta-
novnistva.

Programi treba da obuhvate teme kao
$to su zastita podataka, algoritamska
pristrasnost, etika tehnologije, vestacka
inteligencija i prepoznavanje dezinfor-
macija.

Realizovati programe u saradnji sa
univerzitetima, organizacijama civil-
nog drustva, medijima i tehnoloskim
zajednicama, uz javne kampanje za
podizanje svesti o pravima gradana u
digitalnom okruzenju.
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